
From: aaron@urbanplaceconsulting.com
SU

a

E: m®ssa9e via /our website, from Luisport1992@gmail.com
Date: August 30, 2016 at 5:44 PM

To: Alex.Palacios@securitasinc.com

Can you respond to him. If you have an opening, direct him to Hector I guess.

Aaron Aulenta
Urban Place Consulting Group
aaron@urbanplqceconsnlHnq r

Original Message —
Subject: RE: New message via your website, from
From: <

A

lex.Palacios@securita.9inc.com>
Date: Tue, August 30, 2016 5:08 pm
To : <aaron@urbanplaceconsultina.rnm>

Luisportl992@amail.rnr

Great. Do u need me to respond or dother u?
Thank you.

Alex N. Palacios

Captain

Figueroa Corridor Partnership

Bicycle Patrol Team

C:213-216-6964

O: 213-746-3444

From: Aaron Aulenta raaron@urbanplaceconsultinn .mm]
Sent: Tuesday, August 30, 2016 4:48 PM
To: Alex Palacios (097C0)
Subject: Fwd: New message via your website, from

For you. Came to the general Fig email address.

Begin forwarded message:

From: nfid^Bly@Barastoraqe.com< mailto:no-renlv@naragtnran«» Cnm>
Date: August 30, 2016 at 3:48:43 PM PDT
To: MIP£L@.urbanplaceconsultinq

JLcom< mailto:aaron@urbanDlaceconsultina com
Subject: New message via your website, from
1 ‘ r\rv -» _ . . . _ _ -

1 .

,

_ : i



You have a new message:
* Via: htto : //www.i
* Message Details:

:orridor.oro /

* Name
* Subject Safety Ambassador
* Message Hi, I was wondering if you guys are hiring any safety ambassadors at themoment ?

* Email
* Sent on: 30 August, 2016
* Thank you!

This communication contains confidential Securitas Security Services USA, Inc.
business information, and is intended for the addressee only. If you have received thismessage in error, or if there is a problem with the communication, please notify the
sender immediately. The unauthorized use, disclosure, reproduction, forwarding,
copying or alteration of this message is strictly prohibited. Participants in this
communication are not permitted to exchange or transmit Personal Identity
Information (PII) via unsecured email. PII includes: Social Security numbers, credit
card numbers, bank and credit union account numbers, health insurance plan
identification numbers, driver's license numbers, dates of birth, and other similar
information associated with an individual that, if misused, might compromise that
person’s personal or financial security.


